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# Memorandum

To: Management

From: Team #

Date: February 18, 2023

Subject: Legal Disclaimer for Network Access

In response to your request to configure features in the network equipment and servers to issue a warning message prior to anyone logging in, our team implemented a pop-up banner to appear on all systems present on our network at time of log on that shows the following message:

“This computer network belongs to Team # and may be used by Team # employees ONLY and for approved work-related purposes. All activity is being monitored and logged. Team # reserves the right to consent to a valid law enforcement request to search the network logs for evidence of a crime stored within the network and can be used to prosecute abuse.”

Screen shots of the banner implemented on each system are below:

**Image 1:** Windows 10 with implemented pop-up banner

**Image 2:** Debian 8.5 with implemented pop-up banner

**Image 3:** Ubuntu 14 with implemented pop-up banner

**Image 4:** 2012 AD/DNS/DHCP with implemented pop-up banner

**Image 5:** Ubuntu Workstation with implemented pop-up banner

**Image 6:** Splunk with implemented pop-up banner

**Image 7:** CentOS with implemented pop-up banner

**Image 8:** Fedora with implemented pop-up banner

**Image 9:** Docker AD/DNS with implemented pop-up banner

**Image 10:** Palo Alto AD/DNS with implemented pop-up banner